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Introduction

1 Introduction

ERA-GLONASS is a service provided in the Russian Federation with the goal of reduc-
ing response times for accidents or other emergencies on the roadways. The Russian
government has enacted a law requiring integrated ERA modules on all new automo-
bile models. ERA is harmonized with the European eCall system. It uses the same
principals and protocols, but provides further features like a redundant channel (SMS)
for MSD transfer and is designed for services like, e.g., fleet management, a toll road
system or digital tachographs.

(@

ERA
GLONASS

Although ERA-GLONASS can not prevent accidents, when accidents do occur, a call
is placed automatically (e.g. when the airbag deploys) to the emergency number 112.
Essential information (including the vehicle's current location) is transmitted in a stan-
dard data format. The in-vehicle system (IVS) collects the data and transmits it via a
GSM or WCDMA voice call to the public safety answering point (PSAP).

Application Note ERA_GLONASS — 1MA251_3e (01/2018) 3



| [ ] :
: : ’ GSM/UMTS
i ¥ ] base station
[ |
| |
.o, (((O)))
1 1
n 1
| I
1P 8 -
B N ¥ Voice Mimium set Data Voice
LI Y of vehicle
In-vehicle 1Ry data (MSD)
¥
system 17

s ]

Car in incident Public safety answering

point (PSAF)

Figure 1-1: ERA-GLONASS system: In an emergency situation, the car makes a cellular (GSM or
WCDMA) emergency call to emergency services. The car automatically transmits
essential data, including its location. After that, an emergency services operator can
speak directly with the vehicle's occupants, e.g. to request additional information.

Performance and Conformance Tests

The application note describes the principles behind ERA-GLONASS and explains
both, tests of the GNSS performance and tests of the IVS conformance.

The GNSS performance tests are for evaluation of the GNSS receiver of the IVS with
tests for parameters like GNSS receiver sensitivity or the position accuracy.

The IVS conformance tests are for evaluation of the whole VS, such as the correct
transmission of the whole data (MSD) via mobile networks (GSM or WCDMA) including
a valid vehicle position.



IVS Conformance Tests

This application note describes the conformance testing of the IVS using the test solu-
tion offered by Rohde & Schwarz.

The provided PC software and the test solution make it easier for the user to concen-
trate on the actual test tasks:

e Simulation of the PSAP and control of the ERA-GLONASS emergency calls via
GSM or WCDMA

® Measurement of times and decoding of the minimum set of data (MSD)
® Display of the exchanged protocol messages

® An in-depth understanding of the specifications for wireless communications and
GNSS is not necessary

® Deep familiarity with the operation of the test instrument is likewise unnecessary
® All relevant GSM or WCDMA cellular network parameters can be modified

® This allows reproducible measurement results

® A true emergency call using the emergency number 112 is possible

GNSS Performance Tests

This application note describes the GNSS performance testing of the IVS using the test
solution offered by Rohde & Schwarz.

The provided PC software (CMWrun) and the test solution make it easier for the user
to concentrate on the actual test tasks:

® The test suite controls the test equipment via SCPI and the IVS via vendor-specific
commands.

® The test cases are performed fully automatic, without user interaction.

® An in-depth understanding of the specifications for GNSS is not necessary

® Deep familiarity with the operation of the test instrument is likewise unnecessary
® All relevant GNSS parameters can be modified

® This allows reproducible measurement results

The following abbreviations are used in this Application Note for Rohde & Schwarz test
equipment:

® The R&S®CMWS500 radio communication tester is referred to as the CMW.
® The R&S®SMBV100A vector signal generator is referred to as the SMBV.



ERA-GLONASS: System and Concepts

2 What is ERA-GLONASS ?

2.1 ERA-GLONASS: System and Concepts

ERA-GLONASS is a service provided in the Russian Federation with the goal of reduc-
ing response times for accidents or other emergencies on the roadways. The Russian
government has enacted a law requiring integrated ERA modules on all new automo-
bile models. ERA is harmonized with the European eCall system. It uses the same
principals and protocols, but provides further features like a redundant channel (SMS)
or additional data services.

Table 2-1: Features and differences ERA/eCall

Feature eCall ERA-GLONASS

Radio Access Networks GSM(2G) / UMTS(3G)(optional) | GSM(2G) / UMTS(3G)

GNSS GPS GLONASS (mandatory), GPS

In-Band Modem yes yes ( same to pan-European
eCall)

secondary (redundant) channel no SMS

MSD MSD MSD (like the MSD in eCall, but

optional additional fields)

additional (packet) data channel no yes

for location-based services like
e fleet management
insurance telematics

toll collection

recovery of stolen vehicles
digital tachygraphy

Although ERA-GLONASS can not prevent accidents, when accidents do occur, a call
is placed automatically (e.g. when the airbag deploys) to the emergency number 112.
Essential information (including the vehicle's current location) is transmitted in a stan-
dard data format. In addition to the automatic call, ERA can also be used to place a call
manually (e.g. in another type of emergency).

See Chapter 1, "Introduction", on page 3 for an overview.

An in-vehicle system (IVS) is integrated as a key element into every automobile (Fig-
ure 2-1). The primary components of the IVS are a GNSS receiver (GLONASS, typi-
cally in combination with GPS) to determine the current position and a cellular module
(GSM and/or WCDMA) to permit transmission of the minimum set of data (MSD) via a
cellular network to a public safety answering point (PSAP). The data is transmitted
over a voice channel on the cellular network because voice channels coverage is bet-
ter, e.g in rural areas. Pure data channels are not available in every base station,
depending on the configuration. However, because voice channels are used, the data
must be specifically adapted to the speech coder. This is done by means of a special-
ized modulation in a so called in-band modem.
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Figure 2-1: Key components of ERA-GLONASS: The IVS prepares essential data and transmits it via
the voice channel over the air interface.

The public safety answering point (PSAP, e.g. police, fire, EMT) answers the call (and
receives the data) and initiates the appropriate response (e.g. dispatching an ambu-
lance). The voice connection can then be used to request additional information.

The IVS transmits the data to the PSAP as standardized MSD.
Table 2-2: MSD data fields (version 2). The most critical data is the vehicle's location (blocks 7...11)

Block | Name Necessity | Description
1 Format version Mandatory | MSD format version; set to 2 for the current format EN
15722:2015
2 Message identifier Mandatory | Session specific counter; starts at 1 and is incremented
with every retransmission
3 Control Mandatory | Conveys the following information:
Automatic or manual activation test call (TRUE/FALSE)
Test call (TRUE/FALSE)
Position can be trusted (TRUE/FALSE)
Vehicle class
4 Vehicle ID Mandatory | VIN (vehicle identification number) according to ISO3779
5 Propulsion type (energy | Mandatory | Gasoline, diesel, hydrogen, electric, etc. (TRUE/FALSE)
storage)
6 Timestamp Mandatory | Timestamp of incident event
7 Vehicle location Mandatory | Last known vehicle position. Latitude and longitude (ISO
6709) in milliarcseconds
8 Vehicle direction Mandatory | Deviation from the direction to the magnetic north pole in 2
degrees steps
9 Recent vehicle location | Optional Change in latitude and longitude compared to the last
n-1 MSD transmission
10 Recent vehicle location | Optional Change in latitude and longitude compared to the last but
n-2 one MSD transmission
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11 No. of passengers Optional Number of occupants in the vehicle according to available
information.
12 Optional additional data | Optional Optional information for the emergency rescue service

(103 bytes, ASN.1 encoded); may also point to an
address, where this information is located

In-Band modem: primary MSD transmission

The MSD consists of 140 bytes and 28 CRC bits, making it a total of 1148 bits in
length. After the coding for the forward error correction, the MSD is 1380 bits in length.
An MSD consists of a prefixed synchronization frame and three data parts. Between
the individual parts, the signal is muted (Figure 2-2).

UL | -

Muting periods

Sync frame
MSD part 1
MSD part 2
MSD part 3

3
4
E
E

Figure 2-2: The MSD consists of a sync frame and three individual MSD parts (uplink data parts). In
between the parts, the signal is muted. An excerpt from an example audio file (wav for-
mat) is shown at the bottom of the figure.

The MSD data is bipolar pulse position modulated (BPPM). A basic pulse (py.(n)) is
offset either in the positive or negative direction (Figure 2-3). In total, three bits are
packed into a symbol, and eight different symbols are available. There are two modes,
fast and robust. In robust mode, the symbols are transmitted at double the spacing
compared to fast mode. This makes it easier for the receiver to recognize the symbols
in situations where the channel conditions are poor.

Table 2-3 lists the parameters for the individual symbols. Figure 2-4 provides an exam-
ple of the modulation over time.
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Figure 2-3: The basic BPPM pulse (pUL (n)) (shown here in fast mode as an example).

Table 2-3: Symbol modulation mapping (according to [2]) wy,(n) = q (p(n) -> k)

Symbol Uplink waveform Uplink waveform
(fast mode: n =0,1,...,15) (robust mode: n =0,1,...,31))
d b sign q cyclic shift k sign q cyclic shift k
0 000 1 0 1 0
1 001 1 4 1 8
2 010 1 8 1 16
3 011 1 12 1 24
4 100 -1 12 -1 24
5 101 -1 8 -1 16
6 110 —1 4 1 8
7 111 -1 0 -1 0




Sequences

Rotust modulator mode:

—
modulation frame (4 ms)
Fast modulator mode:
fo —
modulation frame (2 ms)

speechframelength (20 ms)

Figure 2-4: Overview of the pulses in one frame. Robust mode is shown at the top and fast mode at
the bottom [2].

secondary channel: SMS

As a backup method, in ERA-GLONASS SMS can be used to transmit the MSD. This
is the secondary possibility in order to increase the probability of the MSD reception.
The SMS transmission can be requested by the PSAP, if the voice connection has
been established successfully but the correct MSD reception fails. It also can be used
by the IVS if the voice channel cannot be established successfully.

additional data channel

As a basic service, data channels can be used for additional location-based services
(see Table 2-1). Here the packet data channel possibilities already provided by GSM
like (E)GPRS or WCDMA like HSPA(+) are used.

2.2 Sequences

The following figure uses a typical scenario to illustrate communications over the time.



Sequences

IVS PSAP
Applic | | Link- Link- Applic
ation Layer Layer ation
Establish Call _
(GSM or WCDMA) ~ )
Push-REQ (,112") time
Initation _
(START) [ UL sync
Push-IND
SEND- Pull-REQ
P MSD
DL sync
Pull-IND
Data-RECi
(MSD) | MSD__y
UL sync
CRC
Data_IND
P LL-ACK (MSD)
Stop Tx
‘Data-CNF
P AL-ACK
Voice
M
Release Call

Figure 2-5: Typical ERA-GLONASS sequence. Transmission of the MSD is an iterative process. If the
PSAP does not understand the MSD, it transmits NACK and the IVS resends the MSD
with a different redundancy version (RVO0....7). If the MSD is received successfully, the
PSAP sends an ACK.

"

il |‘( ' ; W VS

Figure 2-6: The call sequence as seen in the audio file (IVS at the top, PSAP at the bottom).

1. When an emergency occurs, the IVS automatically sets up a connection (emer-
gency call) to the PSAP over GSM or WCDMA ("Establish Call"). START mes-
sages are then sent continuously (maximum of 5 times, "Initiation").

2. As soon as the PSAP receives the Call and has recognized the START signal, it
transmits the SEND-MSD command to the IVS.
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2.3

Once the IVS has successfully decoded the SEND-MSD ('Downlink Start') com-
mand, it transmits one SYNC frame followed by the actual MSD with redundancy
version RVO ("MSD").

(Only in Figure 2-6): In the example, the PSAP does not understand MSD RV0 and
therefore responds with a NACK ("MSD").

(Only in Figure 2-6 ): The IVS recognizes the NACK and resends the MSD with
RV1 to the PSAP ("MSD").

The PSAP successfully decodes the MSD RV1 (CRC check), and transmits LL-
ACK as feedback. The IVS stops transmitting the MSD.

The PSAP transmits AL-ACK, which indicates that the eCall is successfully com-
pleted and the data in the MSD is understood. The connection then switches back
to voice. A PSAP operator can now speak with the vehicle occupants, for example.
Finally, the GSM or WCDMA connection is cleared down ("Release Call")

Standards

ERA-GLONASS is defined by a number of different standards by the Russian Federal
Agency on Technical Regulating and Metrology (GOST) (Please note that this list is
not complete):

General

GOST 33465-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. The data exchange protocol of
the device/system of calling emergency services with the infrastructure of emer-
gency response system in case of accidents.

GOST 33464-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. The device/system of calling
emergency services. General technical requirements.

Compliance Testing

GOST 33467-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. Methods of functional testing of
the device/system of calling emergency services and data transfer protocols.
GOST 33468-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. Test methods of the device/
system of calling emergency services for compliance with the requirements for
loudspeaker communication quality in a vehicle cabin.

GOST 33470-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. Test methods of wireless com-
munication modules in the device/system of calling emergency services.

GOST 33471-2015: Global Navigation Satellite System. EMERGENCY
RESPONSE SYSTEM IN CASE OF ACCIDENTS. Test methods for navigation
module of the device/system of calling emergency services.

| —
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Standards

Please note that the numbering of the standards differ in Russia and the Eurasian Cus-

toms Union.

Table 2-4: Different Names of Standards

Eurasian Customs Union

Russia

General

GOST 33465-2015

GOST R 54619-2011

GOST 33464-2015

GOST R 54620-2011

GOST R 54721-2011

GOST R 55524-2013

Compliance Testing

GOST 33467-2015

GOST R 55530-2013

GOST 33468-2015

GOST R 55531-2013

GOST 33470-2015

GOST R 55533-2013

GOST 33471-2015

GOST R 55534-2013:

ERA-GLONASS is harmonized with eCall, thus standards used by eCall also apply
Figure 2-7 shows these standards.

“Core functional specifications” CEN TC278 (ITS) WG15

e EN 15722 MSD
e EN 16062 High Level Application Protocols (HLAP)
¢ EN 16072 Pan-EuropeaneCall Operating Requirements

ETSI/3GPP “wireless communication” standards (in-band modem TRx)
¢ eCall data transfer — general description (3GPP TS 26.267)

» eCall flag, idle mode,...

» eCall NAD Network Access Device conformance specs

Figure 2-7: Overview of the most important standards.

The solution from Rohde & Schwarz presented here fulfills all requirements from these
standards. It ensures that the end-to-end conformance test complies with GOST
33465-2015 [1] and the GNSS performance tests with GOST 33471-2015 [6], as dis-
cussed in the next chapters.



Test Setup

3 Conformance Testing of IVS

3.1 Why test in the lab?

Testing of ERA-GLONASS devices is necessary at various levels:

® Module level (board)

— R&D, design verification

— Production

— Maintenance
® Device level (IVS)

— R&D, design verification

— Coexistence

— Conformance testing

— Acceptance testing

— Production

— Repair / maintenance
® System level (car)

— Radiated performance

— Vehicle body specific

— Coexistence

— Desensitization

— Outdoor, indoor
The solution presented here is intended for tests at the module level and at the device
level. This solution permits all basic parameters of the GSM or WCDMA network set-
tings, such as channel or level, to be managed directly. As a result, measurements are
fully reproducible. A true emergency call using the emergency number 112 in shielded

environment is additionally possible. The effects of uncontrolled settings, such as those
made by network operators, is avoided.

3.2 Test Setup

The test solution presented here covers the conformance test for ERA-GLONASS in
line with GOST 33465-2015 [1]. Figure 3-1 shows the simplified test setup without an
external sound card, Figure 3-2with external sound card.

Select the wanted test setup in the PSAP settings (see Figure 3-6)
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R&S SMBV100A R&S CMW500
RF RF
In-Vehicle System (IVS)
; Postior it s eCall Base PC
MSD VS (R&S CMW-KA094)
Information — Data <
Source Modem _(\_ Speech | | Radio
Wicrophone Codec | | Modem
& e
Speakers
IVS (DUT)

Figure 3-1: Test setup for the IVS conformance test.

LAN REMOTE

SPDIF IN B SPDIF OUT

Position Data GPS S/PDIF Out [l S/PDIF In
Receiver _
MSD VS
Information —» Data Vel s NI 5
Mi .
Source odem (\_ Speech | | Radio USB Sound Card eCall Base/GUI
Microphone| . Codec Modem
& -
Speakers

In-Vehicle System (IVS)

Figure 3-2: Test setup for the IVS conformance test with external sound card.

The CMW simulates the cellular network and provides a GSM (2G) or WCDMA (3G)
cell. Via the RF connection to the IVS the signaling (e.g. call setup) over GSM or
WCDMA as well as the voice connection takes place. The SMBV supplies simulated
GNSS signals, such as GLONASS and or GPS, that are used by the IVS for position-
ing. The CMW-KAQ95 (which needs the CMW-KAQ094) software installed on an exter-
nal PC simulates the PSAP, sets necessary parameters for ERA-GLONASS on the
CMW, and fully remote controls the CMW. It also remote controls the SMBV. It is not
necessary here to delve into the operation of the CMW or the SMBV. The audio signal
transported via the GSM or WCDMA connection is either handled inside the CMW or
routed via a digital SPDIF interface to/from an external sound card. The ERA-GLO-
NASS protocol and the MSD transmission are also handled via the voice connection
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between the CMW and the IVS. The end-to-end conformance test runs between the
PSAP simulator installed on the external PC and the IVS under test.

3.2.1 CMW Radio Communication Tester
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The CMW is the all-in-one test solution for radiocommunications applications such as
mobile radio or wireless connectivity. It supports all essential standards, including:

e 2G
— GSM, EGPRS, EGPRS2, EGDE Evolution and VAMOS
* 3G
—  W-CDMA with HSDPA, HSUPA and HSPA+
— TD-SCDMA
— CDMA2000 and 1xEV-DO Rev A/B
° 4G
— LTE (FDD and TDD), LTE-A incl. MIMO
® Wireless Connectivity
— Bluetooth
—  WLAN
- WIMAX

The CMW tests all OSI layers, ranging from the physical layer to end-to-end tests,
including both RF tests and protocol tests.

The additional packet data channels can be tested with the CMW standalone without
the ERA-GLONASS software KA095.
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3.2.2 SMBV Vector Signal Generator

@ ROHDE&SCHWARZ  swBviooA VECTOR SIGNAL GENERATOR

)

PEP Level

Frequency 7 -
[ 2140 000 000 00 [ 1555 & [ 500 [ 1]
J nfo

40
[
g

52
o
W,

n =
=)

DOEC
)
BEE

BACK.

INSERT B spacE ENTER

1407.6004K02

In its role as signal generator, the SMBV supports various wireless communications
standards as well as other radio standards. It serves as a specialist for GNSS signals
and generates the GNSS signals for ERA-GLONASS.

A brief overview of the GNSS characteristics:

® GPS, Glonass, Galileo, BeiDou, QZSS
® Up to 24 satellites can be simulated
® Automatic satellite handover for unlimited simulation time is supported

® The sky view section displays the current position and state (active or inactive) of
the satellites.

® Multipath scenarios such as observed in dense cities (LOS + echoes)

® Moving scenarios simulate the motion of a receiver along a user-defined trajectory
such as observed in a moving car (waypoint formats supported such as KML,
NMEA files)

® The map view section shows the current position of the receiver, which means that
the receiver trajectory can be observed
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GPS: Satellite Configurations X
Power Mode IAuto 'I Ref. Power | —120.UU|dij Elevation Mask 5 -
Ref Satellite [N.A ~| Total Power -108.74 dBm Initial HDOP/PDOP ~ 0.80 /269
Ref. Standard IGF’S 'I Ref. Signal/Dist. CiA 1 20 300km
Global Signal Config... | Satellites Power Tuning... | Atmospheric Config... |
0 Satellites
IMaximum Number Of Satellites |24 ~| — Satellite 1 -
ST Standard Chip Rate 1.023 000 00 MHz =
State] Standard | Signals | SVD| ' g~ ™| Modulation BPSK
Sat 1 | On GPS cia 16 | 019 St
[ Navigation... |
Sat 2 | On | GALLEO | E1-DEF | 12 119
Sat 3 | On BeiDou Bi-CIA | 22 | -451 Duration (Elev. > 57) 02:36:42
S AR ) Gk | 8 | 020 | pseudorange | 20746338 177 [km |
Sat 5 | On | GLOMASS | R-C/A | 17 | -285 e
st | On | Bebou | Bicia 7 | .42 || Time Shif |  70793.983 |Chips ~|
Sat 7 | On BeiDou B1-CIA 8 -469| Doppler Shift I -338.95|HZ j =

Figure 3-3: Example for a satellite configuration in the SMBYV.

GPS: Real Time S.P.O.T.
‘ IDispIay Type Sky View J Sky View

ne

Real-Time Information ————
Time (UTC) 20.08.2012 16:00:14.000

Rec Loc 37.61666°5 144.96667 °E 100.0m
Rec Att Y:-88.507° P:0.000° R:0.000°
HDOP / PDOP 0837206

Legend: . LOS

@ LOS (Ant.Pat. loss)

@ LOS + Echoes

@ LOS + Echoes (Ant.Pat. loss)
&0 Echoes G- GPS

E - GALILEO ——
@ Ohscured R GLONASS 180

@ nactive B - BeiDou

210°

Figure 3-4: The Sky View shows the distribution of the satellites above the local horizon
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Test Setup

Following options of the SMBV are needed for eCall / ERA-GLONASS:

Table 3-1: GNSS Scenarios

tion

Scenario Option Configuration Satellites
SMBV
GPS - City K44 static, selectable city fixed satellite constellation
GLONASS - City K94 static, selectable city fixed satellite constellation
GPS - Atlanta K65 static, Atlanta location fixed satellite constellation
GPS - Melbourne K65 static, Melbourne location | fixed satellite constellation
GPS - Melbourne moving K65 moving, Melbourne loca- | fixed satellite constellation
tion
GPS - Atlanta Individual Power K65 static, Atlanta location variable satellite constellation
GPS - Melbourne Individual Power K65 static, Melbourne location | variable satellite constellation
GPS - Melbourne moving, Individual Power K65 moving, Melbourne loca- | variable satellite constellation
tion
GPS - Santa Cruz Individual Power K65 static, Santa Cruz location | variable satellite constellation
GPS - Santa Cruz moving, Individual Power K65 moving, Santa Cruz loca- | variable satellite constellation
tion
GPS - Atlanta Individual Power (3GPP TS51.010.1 K65 static, Atlanta location variable satellite constellation
V7.7.0)
GPS - Tokyo Individual Power K65 static, Tokyo location variable satellite constellation
GPS - Barcelona moving K65 moving, Barcelona loca- fixed satellite constellation

The GPS City and GLONASS City scenarios both support following cities:

® New York

® Sydney
®  Munich
® Moscow
® Tokyo

® Seoul
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3.2.3 KAO095 PSAP Simulator Software (ERA-GLONASS Test Software)

The CMW-KAO095 software runs on an external PC and serves as the PSAP simulator.
It also remotely controls (e.g. via LAN) the CMW and the SMBV. The SW runs the end-
to-end conformance test. The MSD is decoded and the measurement results are dis-
played:

® PSAP simulation for ERA-GLONASS over GSM or WCDMA

® MSD transmission time

® Time since call establishment

® Time since start trigger (from PSAP)

® MSD decoding according to CEN EN 15722:2015 and GOST R 54620-2011 A1 for
every redundancy version and uplink data part

® Optional recording of un-decoded signal from IVS
® Details on PUSH and SYNC indications
— Timing
— Count
® SMS protocol with more than 200 SMS commands based on GOST R 54619-2011
® Optional: Fixed position GPS/GLONASS simulation / GPS moving scenario

3.3 The First ERA-GLONASS Measurement: Basic Opera-
tion
The following sections describe the general process for setting up an ERA-GLONASS.

The procedures guide you through the test system preparation and an ERA-GLONASS
with MSD transfer from the IVS to the simulated PSAP.

Use the test setup shown in Figure 3-2.

The IVS to be tested is connected via an RF cable to a CMW that simulates a GSM or
WCDMA cell. Via this connection, the IVS establishes a GSM emergency call and

| —
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I EEEEEEEEEEEEEEEEEEE——————————————

transfers an MSD to the CMW. The GNSS signal is provided via an RF cable to the
IVS.

The audio signal transported via the GSM or WCDMA connection is routed via a digital
SPDIF interface to/from an external sound card.

The ERA-GLONASS application base and GUI are installed on a PC. The application
simulates a PSAP, controls the CMW via the LAN and accesses the sound card via a
USB connection.

3.3.1 Preparing the Test Setup
The following steps prepare the test setup and start the ERA-GLONASS application.

1. Prepare the test setup shown in :

a) Connect the PC to the LAN.

b) Connect the "LAN REMOTE" connector on the rear panel of the CMW to the
LAN.

c) Connect the "LAN" connector on the rear panel of the SMBV to the LAN.

d) Connect the GSM RF connector of the IVS to "RF 1 COM" on the front panel of
the CMW.

e) Connect the GPS RF connector of the IVS to "RF" on the front panel of the
SMBV.

f) (optional for use of external soundcard (CMW-Z94): Connect the rear panel of
the sound card to the rear panel of the CMW:

: . <ol

(1) SPDIF oUT NEEAENS

Sound Card _SIPDIF Out ¢

(=) SIPDIF In €=

........

The cables are delivered together with the sound card (CMW-294).
g) Connect the sound card via a USB cable to the PC.

2. Setup the PC. The required steps are described in detail in the CMW-KAQ95 User
Manual, section "Preparing the Test System for Use".

The following list gives an overview:

e Install the ERA-GLONASS application software.

Install the .NET Framework 4.0.

Install a VISA library with development support for .NET Framework 4.0.
Install the sound card driver and configure the sound card.

Configure the sound device settings of the PC.
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e Make the license CMW-KAQ95 (and for the CMW-KAQ094) available, for exam-
ple by attaching a smart card with the license.

3.3.2 SIM Card (UICC)

The Subscriber Identity Modul (SIM-Card) allows mobile devices (UE) identification
and authentication in a mobile network. Typically the network providers hand out SIM-
Cards to the endusers to allow access to the provider's mobile network. When
switched on, the UE searches for basestaions with certain codes (Mobile Network
Code - MNC). With the registration the UE transmits the IMSI (International Mobile
Subscriber Identity), which is stored on the SIM card. Additionally, certain codes and
algorithm saved on the SIM-Card allow ciphering of signaling data and user data. E.g.
in WCDMA, a certain authentication code is needed to register to the network and to
setup a connection successfully.

Rohde & Schwarz provides special SIM-Cards for testing UE's with the CMW. With the
use of these SIM-cards, the UE registers to the network provided by the CMW. Thus
the UE does not register to 'real' mobile networks.

3.3.3 Starting and Configuring the ERA-GLONASS Test Software (KA095)

The following steps start the eCall test software and adapt the settings to the test
setup.

The procedure explains the required steps, starting from the default settings. If you
have already modified settings, you may reset the settings to their default values by
deleting or renaming the following configuration file before starting the application:
$APPDATA%\Rohde-Schwarz\CMW-KA09x GUI\<version>\user.config. The
eCall test software consists of two parts:

1. Start the ERA-GLONASS test software base:
"Windows Start" menu > "All Programs" > "R&S CMW-KAQ09x" > "KA09x Applica-
tion Base"

A console window opens. A successful start is indicated as "Startup done!".



Conformance Testing of IVS

iy KADSx Appl Software Base - Wl A BN

[INFO) @ SoaplnterfacesBoot_A] Base soap server is listeninig on: http:-»127.8.8.
1:8085% bhaseService

[INFQ @ Boot~Boot_BA]1 Startup done?

[INFO @ Boot-Boot_@A1 Will use config file: C:“\Program Files (86> Rohde—-Schuarz™

CMU-KnB?x~conf ig“KAB?x_config.xml

2. Start the ERA-GLONASS test software GUI:
"Windows Start" menu > "All Programs" > "R&S CMW-KAQ9x" > "KA09x Appl Soft-

ware GUI"
The "CMW-KAQ9x GUI" window opens.

& CMWeKA0SX GUI V300 || bbbl L | | =E X

Base Settings  Info

Please use 'Base' menu to connect to base.

Not connected to hase b7

3. Connect the GUI to the base:
"Base" menu > "Connect"
After a successful connection, the GUI looks as follows.

| —
23
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@ emweaoaxsuivao0 LTI T 1] —ox

Base DeviceSetup View Seftings Info

Overview X | Measurement Stafistics
SMBV - GPS - City scenario
”.’ Idle
" Initial Config -
A %
—
Calibrate PSAP Configured
Simulation On -
s CVW - GSM PSAP eCall @ | RRLP LBSS O
Simulation Off l —
1 Simulation
Running
—
stop Calling | —
Hangup Call I Dama:hannfl
Results overview v R Xx
A
Time Result Type Info Send Start —
Stop Measurement I p—
Measurement
Running
Reset
Notification History | Results overview | Message Trace Detailed results | Edit PSAP eCall | Control

Idle

The status bar indicates the base state "ldle".

4. Select the CMW as RAN simulator:
"Device Setup" menu > "RAN Simulator" > "CMW"

View Settings Info

RAN Simulator

r CMW A

Edit configuration

v Use GNSS Simulation?

GMSS Simulator » |

5. Select the SMBV as GNSS simulator:
"Device Setup" menu > "GNSS Simulator" > "SMBV"

View Settings Info

v Use GNSS Simulation? I
IGNSSSimuIatorI ISMB\J .-I

"l Edit configuration

6. Display the CMW settings:
"Device Setup" menu > "RAN Simulator" > "Edit configuration"

-

7. Enter the VISA address string or the TCPIP address of your CMW.
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IChW Configuration

WISA address for the CMW
TCPIP::CMW50050-125980:zinst0:: INSTR

Communication timeout
100 seconds

RF Connector

RF1Com = ¢ RF1Com

Input attenuation
0 dB

Qutput attenuation
0 dg

8. Configure the other CMW settings:

a) Select the RF connector to be used for the GSM signal
b) Configure the input and output attenuations according to the attenuation of your
RF cable.

IChW Configuration

WISA address for the CMW
TCPIP:CHMWS0050-125%80:n5t0:: INSTR

Communication timeout
100 seconds

RF Connector

RF 1 Com - || < RF1Com

Input attenuation
0 dB

Qutput attenuation
0 dB

9. Display the SMBYV settings:
"Device Setup" menu > "GNSS Simulator" > "Edit configuration”

10. Enter the VISA address string or the TCPIP address of your SMBV.

SMBV Configuration

WISA address for the SMBV
TCPIP::ID.lll.l[I.136::]N§|’D::IN§I'I?1

Communication timeout

50 seconds -Di

11. Right-click the basestation area in the section Radio Access Network on the left.
Here select the network (GSM or WCDMA) and klick "Edit Cell Settings".
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Radio Access Network

et Select Simulator

CMIW -
Edit Simulator Settings

Select Network

G5M A

[ ]
L
— G

The cell settings (GSM or WCDMA\) are displayed on the right. Please note that in
WCDMA the Connection Configuration must be set to "Voice" always.
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12.

IGSM Cell

Band )
soanzband <] < soom o

ISpeech codec

Ful-Rate ver. 2 « '::é_“.'FuII—Rate version 2

BCCH channel number

= ]

Channel number
62 +| -
BCCH power level

60 dem |
ITCH power level
j_

60 dBm

Power control level

10 4]

Use a custom netwaork / cell identification

ICaller ID

WCDMA Cell

WCDMA Band
Band1 -] <2100 mHz
WCDMA speech codec

AMR 12,20k hit/s ~ | < /Narrow Band

~ Adaptive Multi-Rate
with 12,20k bit/s

Downlink Channel
0553 + |
Primary Scrambling Code
o -]

Uplink Scrambling Code
o ] -]
Use a custom netwaork [/ cell identification

ICaller ID
112

Use custom network security settings

Network Limitations

112
Override UE identification

Use custom network security settings

Network Limitations

ICall Accept Delay
0 seconds

Fading Settings
IAWGN Settings

DTX Settings )
| ¢ |DTX Disahled

Wpply IMSI filter |Filter for IMSI +
No IMSI filter

Call Release Ty

IGSM PS capabilities
-:'i‘t.GS.M packet
 switching
capabilities will
be based on
service sefup

ICall Accept Delay
0 seconds

Connection Configuration

-j'i‘jConnection Mode

Voice

Use custom uplink power control

]_
WCDMA PS capahilities
Automatic | ¢ /WCDMA packet
- switching
capabilities will
be based on
service setup

(Overall Output Power
-56.1 dBm

Normal call release = | < Normal call release

Check that the cell settings are compatible to your IVS.
If required, modify the settings, for example the band, the channel number and the

power levels.

Special settings for SIM-Cards can be handled via "Use custom network security

settings"
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Use custom network security settings Use custom network security settings
Secret Key Secret Key
00 01 02 03 04 05 06 07 08 09 OA OB OC 0D OE OF 00 01 02 03 04 05 06 07 08 09 OA OB OC 0D OE OF
OPc Sim Card Type .
00 00 OO0 00 0O OO OO 00 0D OO 00 00 00 00 00 00 3G USIM - [ £13G usim
Sim Card Type
3G USIM M
Authentication & Security
IAuthentjcat]on & Security v](:{‘uEnabIe Authentication &
- Security

Figure 3-5: Important settings for SIM-Cards. Left: WCDMA; right: GSM

If you subsequently modify settings after the initial configuration, click "Update
Configuration" at the bottom to apply the changes.

13. Right-click the PSAP area in the section Radio Access Network on the left. Here
select the PSAP simulation "ERA-GLONASS"

v Simulate PSAP | I PSAP ERA-GLONASS @
Select PSAP Simulation 3
Edit PSAP Settings

v PSAP ERA-GLONASS

PSAP eCall

14. To use GLONASS, right-click SMx area on the left. Here select the "GLONASS -
City Scenario"

Select GNSS Simulator SMBV - GLONASS - City scenario
|sMBV - ‘Q’
Edit Simulator Settings ”"
Select GN5S Network Simulation é
A

GLONASS - Cityscenario | ¢
GPS - City scenario

- GPS - Atlanta scenario

GPS - Atlanta scenario Ind. Pwr.
GPS - Melhourne scenario

GPS - Melbourne scenario Ind. Pwr.

GPS - Melbourne moving scenario

GPS - Melbourne moving scenario Ind. Pwr.
GLOMNASS - City scenario
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a) Configure the PSAP to your Audioboard settings (see also Chapter 3.2, "Test
Setup”, on page 14).

PSAP ERA-GLONASS

PSAP implementation

|With CMIW Audioboard + | ¢ /Advanced implementation,
audio samples handled by

CMW Audicboard,
available with newer CMW
software
IScenario
Mormal operation = | ¢ Normal operation
IAL-Ack Behavior

[Posi.ﬁve acknowledge ]r?}. Request the IVS to keep
the call running for the
operator to talk to the
passengers

Store undecoded IVS and PSAP signal

Force robust maode
Number of LL-ACKs

sl
Number of AL-ACKs

sl
Initiation Signal Duration (s)

+ el
Timer T4 (s)
5+ -

[Timer T8 (s)
20 +| -|
Audio
Play tone after MSD

Use external audio analyzer

Post MSD wave file playback

Quiput PCM Samples
Add output scale factor

Add output noise

Input PCM Samples
Add input scale factor

Add input noise

IControl Physical Channel Conditions | Don't Contral «

Update confguration [ Load Defaults [

Figure 3-6: PSAP settings: two different test setups are possible: internal CMW audioboard
or external soundcard (CMW-Z94)
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3.3.4 Performing an ERA-GLONASS call

The steps in this section set up a GSM emergency call, transfer an MSD from the IVS
to the ERA-Glonass application and analyze the MSD.

The following figure shows the related ERA-GLONASS application states. The start is
in "ldle" state, goes through the entire state machine to "Measurement Running" and
ends up in state "Datachannel Established".

Idle
Initial Config Reset
Configured

Simulation On Simulation Off

Simulation
Running

IVS initiates eCall Hangup Call

Datachannel
Established

IVS starts MSD transfer MSD complete

Measurement
Running

1. On the right, select the "Control" view.

2. Click "Initial Config".
The application validates the settings and configures the CMW and the SMBV.
This may take some time, especially if you perform this action for the first time after
booting the instruments.
After a successful initial configuration, the state in the "Control" view changes from
"Idle" to "Configured".
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Initial Config

Calibrate PSAP COnﬁgu red
Slmulatlon On

3. Click "Simulation On".
The PSAP, GNSS and GSM simulations are started. The GSM cell signal is
switched on. This may take some time.
After a successful simulation start, the state in the "Control" view changes from
"Configured" to "Simulation Running".
The GSM area displays an active antenna.

Simulation On _'

K.

Call vs
—

Syne. Sig. On

Stop Calling | ——

4. Switch on your IVS and let it register.
A successful registration is indicated in the "Notification History" view. The labels in
the IVS area and the GSM area also indicate that the IVS has registered
("synchronized").

simulationOn | —

VS GSM
\ simulation Off
N ( [ D imulati
Simulation
Running
Call WS
|
nchronized SRR
oy ynchranize Stop Calling P———

5. Initiate an ERA-GLONASS call at your IVS.
You can monitor the call progress in the "Overview" tab and the "Control" view. The
following table lists the states for a successful ERA-GLONASS call, starting in the
first row and ending in the last.
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IVS State

GSM State

PSAP State

Control State

Explanation

Synchronized

Synchronized

Connecting

Connecting

PSAP initialized"

Simulation
Running

IVS registered and synchronized

Call setup in progress

Call Established

Call Established

Ready for ERA-GLO- Data Channel | Data channel between IVS and PSAP estab-
NASS call Established lished, no MSD transmission
Sending Start Measurement | PSAP requests MSD from IVS

Running

Receiving 1st MSD part

Sending NACK

Sending LL-ACK

Sending HL-ACK

PSAP receives first MSD part

MSD part received

MSD reassembled and sent to higher layers

MSD decoded at application layer

Ready for ERA-GLO-
NASS call

Data Channel | Call still established, no MSD transmission

Established Sine tone transmission to the IVS

) For the first ERA-GLONASS call, no state is indicated

6. Select the "Results Overview" view on the left.

7. Double-click the row "Decoded MSD message".

Info

Time Result Type
17:08:38.0 |GSM results Dialed number 'emergency call’
17:08:42.0 | Raw M5D Redundancy Version = 0 - 0x01 Ox01 0x34 Ox41 0x41 Ox41 Oxd

17:08:42.0 Decoded MSD message Redundancy version 0 of MSD according to EN 15722 2011, de El

Notification History | Results overview | Message Trace

The "Detailed Results" view is automatically displayed on the right. It lists the MSD
message contents. Here the additional data of ERA-GLONASS is shown.
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Detailed results QX
I EE——————
Decoded MSD message according to EN 15722 2011 + GOST R 54620 2011 Al data &

Timestamp: 2014.07.22 - 15:44:56.3

4 Additional Data
Crash Severity ASI15 = 123
4 Diagnostic Result
Microphone Connection Failure (optional / not present)
Microphone Failure (optional / not present)
Right Speaker Failure (optional / not present)
Left Speaker Failure (optional / not present)
Speakers Failure (optional / not present)
gnition Line Failure (optional / not present)
Upper Intake Manifold Failure (optional / not present)
Status Indicator Failure [opfional / not present)
Battery Failure = False
Battery Voltage Low (optional / not present)
Crash Sensor Failure (optional / not present)
Firmware Image Corruption (optional / not present)
Communication Module Interface Failure (optional / not present)
Gnss Receiver Failure (optional / not present)
Raim Problem (optional / not present)
Gnss Antenna Failure = True
Communication Module Failure (optional / not present)
Events Memory Overflow (optional / not present)
Crash Profile Memory Overflow = True
Other Critical Failures (optional / not present)
Other Non-Critical Failures (optional / not present)
4 Crash Info
Crash Front (optional / not present)
Crash Left Side (optional / not present)
Crash Right Side = True
Crash Rear (optional / not present)
Crash With Rollover = True
Crash Side (optional / not present)
Crash Front Or Side = True
Crash Other Type (optional / not present)

4 MSD
D=1
4 Minimum Set Of Data

8. The ERA-GLONASS test software records two raw wav files for each call, one for
the uplink signal from the IVS and one for the downlink signal from the PSAP.
"Detailed results" displays the tracks under the tab "Wave". The following example
shows the IVS part on top and the PSAP part on bottom. For more detailed explan-
ation refer to Figure 2-2.
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eoU | Map | Wave

IVS Audio Plot

°

PSAP Audio Plot

e

Detailed results

The files are stored additionally in the installation directory of the ERA base appli-
cation, for example at

$PROGRAMFILES (X86) $\Rohde-Schwarz\CMW-KAO09x\Complementary.

To check the file contents, open the files with an external audio editor.
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a) The ERA software shows the recorded position under the tab "Map"

Map | Wave

|| #motaceckud |
Uneconopx A= |

Jaepwunckaii

. Tesuaunckui
Ageonapk !

ks
\ J s

= Vi 3 \ % Nuikapuro
M3 / . 326 i el N, 9 \ i
(M3 ol 5 -

. . Komuynapxa —
M3 ) =
2 s contributors, CCBY-SA . 7 7\

Detailed results | ERA-GLONASS SMS Commands | Edit City scenario | Control

Please note that the software needs an online connection to show the map.

3.3.5 SMS commands with ERA-GLONASS

ERA-GLONASS provides the possibility to communicate between the PSAP and the
IVS with the help of SMS, e.g. for sending configuration (change or query parameters)
or to transmit e.g. the MSD via SMS.

Right-click the PSAP area in the section Radio Access Network on the left. Here select
the "ERA-GLONASS SMS commands"

v Simulate PSAP
Select PSAP Simulation r
Edit PSAP Settings
ERA-GLONASS SMS Commands

The settings are diplayed on the right under tab "ERA-GLONASS SMS commands"
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MSD via SMS

To command the IVS to tranmsit the MSD via SMS, the PSAP has to transmit a com-
mand under ACTion.

ACT (Action)
Command

(=]

Parameter request
Parameter set
Parameter add
Parameter remaove

=

CCD (Command Cade)
EGTS_ECALL M5D_REQ
EGTS_RAW DATA
EGTS_TEST_MODE
EGTS_CONFIG_RESET
T EGTS_SET_AUTH_CODE
EGTS_RESTART
EGTS_ECALL_REQ
EGTS_ECALL MSD_REQ

EGTS_ECALL_DEREGISTRATION

=

Figure 3-7: Different command codes

Transport channel

IV5 DISCRETION ~

IVS DISCRETION
VOICE
5MS

(< The IVS may choose the
- channel

The command code (CCD) "EGTS_ECALL_MSD_REQ" tells the IVS to transmit the
MSD. The transport channel depends on the used IVS, e.g. set to "SMS"
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ACT (Action)
|Command | v]

CCD (Command Code)

Message ID
0

Transport channel

IVS DISCRETION ~ | ¢ The IVS may choose the

channel

Send Command SMS

ERA-GLO... J|Edit G5M... | Control

Figure 3-8: The SMS command settings to urge the IVS to send the MSD via SMS. The transport
channel may differ and depends on the IVS.

Please note that the IVS must be registered (status "synchronized") before a SMS can
be transmitted.

The IVS then shall answer by sending a SMS with MSD. Figure 3-9 shows the entry in
the message trace and Figure 3-10 shows the decoded SMS with MSD

14:32:30.5 GSM results Dialed number '+4353170222602"
14:32:30.6 Decoded ERA-GLONASS I Decoded MSD successful

14:32:30.6 ERA-GLONAS Incoming SMS UE/IVS PSAP EGTS SR_RAW MSD_DATA (Successful)

Figure 3-9: The incoming SMS with MSD in the message trace
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| Detailed results

ERA GLOMNASS SMS according to GOST R 54619 2011 Revision 1
Timestamp: 2015.02.19 - 14:32:30.6

4 pdu (TransportProtocolStructure)
PRV = GOST_R_54619_2011 Rev_1
SKID=0
PRF = Prefix00
ENA = NOT_ENCRYPTED
CMP = NOT_COMPRESSED
PR = HIGHEST
HE=0
PID=0
routelnfo (optional / not present)
4 SFRD (EGTS_PT_APPDATA)
4 S5DR [0] = ServiceDataRecord
RN=0
4 RFL (RecordFlags)
550D =IVs
RSOD = TELEMATIC
RPP=0
0ID (optional / not present)
EVID (opfional / not present)
TM (optional / not present)
55T =EGTS_ECALL SERVICE
RS3T =EGTS_ECALL_SERVICE
4 RD[0]=EGTS_SR_RAW_MSD_DATA
FM = GOST_R_54620
MSD = Byte[31] - [0x01, 0x00, 0x11, ...]
decodinginformation ="
decodingStatus = Successful

Figure 3-10: The decoded SMS with MSD

Parameter actions via SMS

ERA defines different actions to handle parameters via SMS, the PSAP has to transmit
a Parameter action under ACTion. As an example the PSAP sets the Unit_ID of the
IVS to "1

Parameter request
Parameter set
Parameter add
Parameter remove
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ACT (Action) !
’Parameter set v]
CCD (Command Code)
EGTS_UNIT_ID - |
EGTS_UNIT_ID A

EGTS UNIT RS485 BAUD RATE
EGTS UNIT RS485 STOP BITS
EGTS_UNIT RS485 PARITY

EGTS_UNIT HOME_DISPATCHER 1D
EGTS_SERVICE_AUTH_METHOD =
EGTS_SERVER_CHECK_IN_PERIOD

EGTS SERVER_CHECK_IN_ATTEMPTS

EGTS SERVER PACKET TOUT

EGTS SERVER PACKET RETRANSMIT ATTEMPTS
EGTS_UNIT MIC_LEVEL

EGTS UNIT SPK_LEVEL

EGTS_ECALL_TEST NUMBER

EGTS_ECALL_ON

EGTS ECALL CRASH SIGNAL INTERNAL

EGTS ECALL CRASH SIGNAL EXTERNAL

EGTS ECALL 505 BUTTON TIME

EGTS ECALL NO AUTOMATIC TRIGGERING
EGTS_ECALL_CCFT
EGTS_ECALL_INVITATION_SIGNAL_DURATION
EGTS ECALL SEND MSG_PERIOD

EGTS ECALL AL ACK PERIOD

EGTS ECALL MSD MAX_TRANSMISSION TIME

CoTe Ceomll MIAS DICOCoIeTOATIORL TIiRACD

Figure 3-11: Different command codes to set parameters

The command code (CCD) "EGTS_UNIT_ID" tells the IVS to set the unit ID (in this
case to '1").
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ACT (Action)
[ Parameter set - ]

CCD (Command Code)
[EGTS_UNIT_ID -|

DT (Data} Int32
1

Send Parameter set SMS I

Detailed r... | ERA-GLO... | Edit GSM... | Control -

Figure 3-12: The SMS command settings to set the ID parameter.

Please note that the IVS must be registered (status "synchronized") before a SMS can
be transmitted.

3.3.6 Troubleshooting

The following troubleshooting hints are related to the procedures in the previous sec-
tions.

Connecting GUI to base fails

If the connection fails, check the console window for error messages. Typical errors:

® "No license found": Check that a smartcard with license CMW-KA095 is connected
to the PC. You can check the smart card contents with the "R&S License Key Man-
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ager"”, see Windows Start menu. Close the license key manager before you
attempt a connect.

® "Client register with <URL> failed": Check that the URLs in the "Base" menu are
correct. The default settings assume that the base and the GUI are installed on the
same PC and the port 8085 is free.

Initial config fails
If the transition from state "ldle" to state "Configured" fails, check the "Notification His-
tory" view. Typical errors:

® "Base rejected CMW... viOpen failed...": Opening a remote control connection to
the CMW failed.

— Check that you can reach the CMW via the LAN. For example send a ping
request from the PC to the CMW.

— Check the VISA address string entered in on page .
® "GSM bcch number invalid for band..." or similar: Check the GSM cell settings.

Registration fails

If the registration of the IVS to the GSM or WCDMA cell fails, check the following:
® |sthe IVS switched on?
® |s the RF cabling between the IVS and the CMW ok?

® |s the correct RF connector configured in the CMW settings?
For CMW settings, see on page .

® Are all GSM or WCDMA cell settings compatible to your IVS? For cell settings, see
on page .

MSD transfer fails

If the transfer of an MSD to the PSAP fails, consider the following hints for trouble-
shooting:

® (Observe the IVS and GSM states in the overview. Is the state "Call Established"
reached or does the call setup fail?

® |[f the call is established, monitor the PSAP state in the overview. Which is the high-
est reached state? Is an MSD part received but cannot be decoded or is no MSD
received at all?

® |f an MSD is received, but cannot be decoded, you can check the raw MSD data.
In the "Results Overview" double-click the row "Raw MSD".

® For further hints, check the "Message Trace" view. It displays the exchanged eCall
protocol messages.
Or check the "Log" view. If it is not visible, activate it via the "View" menu > "Show"
> "Logll.
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3.4 Measurements in Line with Specification

The conformance tests for an IVS are specified in GOST R 55530-2013 [1], chapter 6
"Methods used in tests of conformity to functional requirements”. These tests are listed
in Table 3-2.

To perform a specific test with the ERA test software, configure the PSAP settings as
indicated in the table. To access the settings, right-click the PSAP area on the left and
click "Edit PSAP Settings". The "Edit PSAP" view opens on the right.



Measurements in Line with Specification

PSAP ERA-GLONASS

PSAP implementation

{With CMiW Audioboard ].j:g“_uﬂ.dva nced implementation,
audio samples handled by

CMW Audicboard,
available with newer CMW
software
[Scenario
Normal operation - (:f_\,‘.'NormaI operation
IAL-Ack Behavior

[ Positive acknowledge = ].::g“_lnequest the IVS to keep
the call running for the
operator to talk to the
passengers

Store undecoded IVS and PSAP signal
Force robust mode
Number of LL-ACKS
s e
Number of AL-ACKs
s s
Initiation Signal Duration (s)
ENESS
Timer T4 (s)
s
Timer T8 (s)
20 +| -
Audio
Play tone after MSD
Use external audio analyzer

Post MSD wave file playback

Output PCM Samples
Add output scale factor

Add output noise

Input PCM Samples
Add input scale factor

Add input noise
IControl Physical Channel Conditions | Don't Control -

Update confguration l Load Defaults

Figure 3-13: Default PSAP settings.

If "Use external audio analyzer" is enabled, the audio signal is automatically switched
at the end of the MSD transmission to the analog audio in/out 1 connector of the CMW
(instead of S/PDIF in/out). This allows the connection of an external audio analyzer like
the UPV, a handset like the CMW-Z50 or artificial heads like need for tests according
to ITU-T specification [5] .
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Table 3-2: Conformance tests

Number Name PSAP Settings Check / Pass Condition

6.1 Checking MSD transfer in automatic mode

6.1.1 Checking MSD transfer using in-band modem Default Check MSD contents: "Auto-

matic activation = True", "Test
call = False"

6.1.2 Checking MSD transfer SMS Use ERA-GLONASS SMS Check MSD contents: "Auto-
command: "Action= com- matic activation = True", "Test
mand", "Command code = call = False"
EGTS_ECALL_MSD_REQ",

"Transport channel = SMS"
6.2 Checking MSD transfer in manual mode
6.2.1 Checking MSD transfer using in-band modem Default Check MSD contents: "Auto-
matic activation = False",
"Test call = False"

6.2.2 Checking MSD transfer SMS Use ERA-GLONASS SMS Check MSD contents: "Auto-
command: "Action= com- matic activation = False",
mand", "Command code = "Test call = False"
EGTS_ECALL_MSD_REQ",

"Transport channel = SMS"
6.3 Checking that transferred MSD contains last known | Default Check MSD contents: "last
vehicle location as for detection time of RTA event known vehicle loacation deter-
mined by GNSS (parameter
vehicle_location)"

6.4 Checking that transferred MSD contains expected | Default Check MSD contents: no

last known vehicle location as for detection time of information on the last known

RTA event vehicle location but "expected
last known vehicle loaca-
tion(parameter Recent_vehi-
cle_location_n-1)

6.5 Checking that transferred MSD contains valid vehi- | Default Check MSD contents: "infor-

cle location data mation on geographic loaca-
tion of the vehicle (coordinates
determined by GNSS)"

6.6 Checking that transferred MSD contains vehicle Default Check MSD contents: "infor-

movement direction data mation on geographic loaca-
tion of the vehicle (coordinates
determined by GNSS), infor-
mation on movement direction
of the vehicle (parameter
VehicleDirection)"

6.7 Checking that loud voice communication is possible | Default check duplex voice communi-

during emergency calls cation during call

6.8 Checking IVS status indicators (for IVS in auxiliary | not available / out of scope

equipment configuration)
6.9 Checking IVS operation in Test mode Default Check MSD contents:
"ECALL_TEST_NUMBER*
6.10 Checking IVS operation in "Service Station" mode | Default Check MSD contents
(for IVS in auxiliary equipment configuration)
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is available

Number Name PSAP Settings Check / Pass Condition

6.11 Checking IVS operation in "Software Downloading" | not available / out of scope
mode (for IVS in auxiliary equipment configuration

6.12 Checking UIM (for IVS in auxiliary equipment con- | not available / out of scope
figuration)

6.13 Checking internal memory of IVS not available / out of scope

6.14 Checking operation of IVS backup battery and not available / out of scope
power supply

6.15 Checking IVS registration in network Default Cell Status: Registered

("synchronized")

6.16 Checking electric power supply and power con- not available / Out of Scope
sumption requirements (for IVS in auxiliary equip-
ment configuration)

Table 3-3: Conformance tests

Number Name PSAP Settings Check / Pass Condition

6.17 Checking transfer of SMS command for setting Use ERA-GLONASS SMS check new SMS number via
SMS transmission number when SMS is used as a | command: "Action= Parameter | diagnostic software
redundant data channel set", "Command code =

EGTS_UNIT_ID",set wanted ID
(1) and specify SMS number

6.18 Checking transfer of SMS command for setting Use ERA-GLONASS SMS check new test call number

emergency call number used in tests command: "Action= Parameter | via diagnostic software
set", "Command code =
EGTS_UNIT_ID",set wanted ID
(1) and specify test call number

6.19 Checking transfer of SMS command for initiation of | Use ERA-GLONASS SMS Check MSD contents: "Auto-

test emergency call command: "Action= command", | matic activation = False",
"Command code = "Test call = True"
EGTS_ECALL_MSD_REQ",
"Transport channel = VOICE"

6.20 Checking transfer of SMS command for repeated Use ERA-GLONASS SMS receive 2 MSD's: Check MSD
MSD transfer in regard to RTA event recorded ear- | command 2 times: "Action= contents are teh same
lier command", "Command code = | except: location and time

EGTS_ECALL_MSD_REQ",
"Transport channel = SMS"

6.21 Checking packet transmission of firmware data not available / Out of Scope
specific to a given IVS type (for IVS in auxiliary
equipment configuration)'

6.22 Checking that emergency call button is protected not available / Out of Scope
from accidental pressing

6.23 Checking that backlighting of emergency call button | not available / Out of Scope
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3.5 Automated tests: remote control

The software CMW-KAQ09x comes with the KA09x BASE application software which is
the main part, and the GUI for manual control (KA0O9x GUI application software). The
GUI part controls the base part via SOAP. To run automated tests, you can control the
BASE via SOAP by your own developed program or by CMWrun provide by Rohde &

Schwarz.
GUI CMWrun Your
KA09x Application Software CMW KT-110 Program

t f

Base
KA09x Application Software

Figure 3-14: Three ways to control the BASE via SOAP. The GUI for manual control is provided
together with the BASE as part of the KA09x installation . For automated tests you can
use CMWrun or own programs.

3.5.1 CMWrun option KT-110

CMWrun is a ready-to-use automation software for configuring test sequences by
remote control for all supported standards in the CMW family. The software engine is
based on the execution of test DLLs (plug-in assemblies). This architecture not only
allows easy and straightforward configuration of test sequences without knowledge of
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specific remote programming of the instrument. It also provides full flexibility in config-
uring parameters and limits of the test items provided in the CMWrun package options
for the different standards. At the end of the test, an easy to read test report with limits

test results and verdict is generated and available in several formats, csv, txt, xml and
pdf as well.

The option KT110 for CMWrun remote controls the entire setup for ERA-GLONASS as
ready-to-go solution for conformance testing in line with the specification CEN/TS
16454:2012 and GOST 33465-2015. It is the right choice for configuring test sequen-

ces by remote control, easy handling of different IVS types and receiving the complete
past/fail test protocol. The KT110 software allows also the automation and the handling
of the tested devices (by AT commands) in an easy and user friendly way.

File View Resources Options Testplan Favorites Help
[ File Browsers |

TINew E5 Open @ Saveall | Abort All |
Test Flans IDUTsl Tests | Repors |

ETSI_TS_103_412_FullAuio_demorstp |
®Add [=1Remove 4 Favorite

P Run O Abort Pl Step Tdle & Parameters =5 Resources ~ [ Edit [ Save As Loop Mode
. Application Notes - =
2. Installed EEIEEI I R E R
i x.i\l:‘:rf Steps I Description
| Bluetooth ETSI_TS_103_412_FullAuto_dema
-}, CDMAZ000 =- | 1 ETSI_T5_103_412
Ji CMW Demos L M5 Ecal_Con Test
|, CMW-KT115 Co-Edstance —-orfomance._1e
| CMWrun Test Dev Examples
- | Co-Bxstance Tests
=} eCall

ETSI_T5_103_412_FullAuto_demo rstp
Test_Plan_Automated_ERA_GLONASS_Gemalto rstp
Test_Plan_Automated_SiemaWireless rstp
Test_Plan_fAutomated_Telit.rstp
Test_Plan_Automated_uBlax_SARArstp
Test_Plan_Semi-futomated_ERA_GLONASS_Gemalto rstp
Test_Plan_Semi-futomated_Siema\Wireless rstp
Test_Plan_Semi-Automated_Teli.rstp

8% Test_Plan_Semi-Automated_uBlox_SARAstp

Figure 3-15: The main view of CMWrun. The option KT-110 covers both, eCall and ERA-GLONASS
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£, ERA-GLONASS propertics T L N . - Iﬁ - - [ X7

Test Cases | Settings | CMW | IVS Automation | Resuts |

Select Testcases
=Bl GOST R 55530 - 2015
=-[¥]& Methods used in tests of conformity to functional requiremerts
#-[¥16.1 Checking M5D transfer in automatic mode
-[]6.2 Checking MSD transfer in manual mode
--[¥]6.3 Checking that transfemed MSD contains last known vehicle location as for detection time of RTA event
-[]6.4 Checking that transfemed MSD contains expected last known vehicle location as for detection time of RTA event
6.5 Checking that transfemed MSD contains valid vehicle location data
[¥]6 .6 Checking that transfemed MSD contains vehicle movement direction data
[]6.15 Checking IV5 registration in network
6.19 Checking transfer of SMS command for initiation of manual emergency call using the inband modem.
--[7]6.20 Checking transfer of SMS command for initiation of emergency call using SMS.
=-[¥|GOST R 56533
é--B Test Methods of In-Vehicle Emergency Call System (Device) in Temns of Voice Frequency Modem Functions Implementation
Q--B.G Test Methods of 15-madem Transceiver Peformance
i 8.6.2 MSD transmission time for codecs AMR and GSM-FR - Measuremert court: 100
8.6.3 M5D transmission time for codecs AMR-12.2 and FR - Measurement count: 100
/6.4 M5D transmission time for codec GSM-HR - Measurement count: 100
-[¥|GSM HR - Emor free

“ 1 | »

Figure 3-16: Test cases in CMWrun-KT110 according to GOST 55530 and 55533

3.5.2 Remote control of the BASE via SOAP

To use the ERA-GLONASS solution in an automated test system, you have to remote
control the KA09x BASE application software. SOAP is an open W3C standard proto-
col to exchange information and messages. For remote control the base software pro-
vides an API. You can find the documentation under
$APPDATA%\Rohde-Schwarz\CMW-KAQ9x\DOC\CMW-KAQ09x API en.chm. Thus
you can send configuration data (e.g. GSM channel numbers), and receive data (e.g.
the transmitted MSD)

Please note that the 'KAQ9x_Base.exe' with the default uri must be running already.
Please also see the manual, chapter 3 [3]

With the installation of the KA09x software, a couple of examples written in C# (.NET)
are installed as well under
$APPDATA%\Rohde-Schwarz\CMW-KAO9x\Complementary\KA09x Examplel as
a project.
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(8] KAD9x_Examplel
[» [=d Properties
[ [x=] References
4 |5 BaseCom
] Filter.cs
#] Remotelnterface.cs
] AGpsSequence.cs
] CommandArgs.cs
] Common.cs
#] ECallSequenceAdvanced.cs
] ECallSequenceBasics.cs
] ERASequenceBasic.cs
%] ERASequenceSMS.cs
%] ERASequenceWedmaGsm.cs
%] Program.cs
2] Readmetxt

Figure 3-17: The files in the example project.

The project consists of following files:
® Program: This is the main program file. It connects to the BASE and then just call
one of the example sequences (eCall or ERA, Basic or Advanced).

® Common: This class povides the basic settings like the VISA adress for the instru-
ments like CMW or SMBV.

o BaseCom/Remotelnterface: This class handles the basic communication (like
connection and messages) via SOAP to the Base.

® BaseCom/Filter: This class handles the incoming events from the Base to the cli-
ent. For example you can wait for changes in the state machine of the Base.

® special examples:
— ERASequenceBasic: a basic ERA-GLONASS call (details see below)
— ERASequenceSMS: a ERA-GLONASS SMS example (details see below)

— ERASequenceWcdmaGsm: a ERA-GLONASS example, gets the MSD two
times: first via WCDMA, second via GSM

— ECallSequenceBasic: a basic eCall
— ECallSequenceAdvanced: a more advanced eCall

Remotelnterface

This class implements the client interface for the communication with the base. It uses

the SOAP implemetation provided by .NET. It handles the incoming events / messages
from the base, does the connection / disconnection and sends 'keep alive' to the base.

More details are in Chapter 5.2.1, "Remotelnterface", on page 64.

Filter

The class Filter helps to wait for certain incoming events. The events the Base sends
to the Client may come asynchronous or in an unexpected order. The class provides a
method 'WaitFor' which waits for certain events. This is very helpful for tracking e.g. the
state machine of the base software. (see Figure 3-18). For the method calls see the
EraSequenceBasic.
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States in manual control States in SOAP remote
AppState
Idle AppState.IDLE
Initial Config Reset
Configured AppState. CONFIGURED
Simulation On Simulation Off
Simulation
Running AppState. SIMULATION STARTED
IVS initiates eCall Hangup Call
Datachiannel AppState DATACH_ESTABLISHED
IVS starts MSD transfer MSD complete
Measurement AppState. MEASUREMENT RUNNING
Running -

Figure 3-18: The different states of the base. In remote control the appstate can be queried. Every
state change creates an event ‘NewState' which can be handled in the control software.

Common

The class common provides basic settings of the used instruments common to all
examples and which are independent of the used RAN's or GNSS settings, like the
VISA address or the used connector.

To talk to the instruments and simulations, certain ID's are defined:

// The IDs are used to address the individual systems
/f like RANs, devices, services, etc...

public censt UIntlé RAM_SIM_ID = 1;

public const UIntle RAN_ID = 2;

public censt UIntle PSAP_ID = 3;

public const UIntle GNS5_S5IM ID = 4;

public censt UIntlé GNS5_ID = 5;

Some global configuration is done in the class Config:

/// Some global configuration concerning CMW and SMBV equipment
/// Could be extended by further parameters concerning IVS or
/f/ RAN / GNSS configurations

A </ summary>

public static class Config

1
public static string cowfddress = "TCPIP::CMWS@@58-123456::INST@: :INSTR™;
public static CmwRfConnector cowRfConnector = CmwRfConnector.RFLC;
public static double cowRfAttenuation = @.8;
public static string smbvAddress = "GPIB::28::@::INSTR";

1
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As an example, the configuration of the CMW is shown. The call is done in the
Sequence:

public static wvoid useCmw(Filter f, RemoteInterface r)

1
System.Conscle.Writeline("wWill send CfgCmw(" + Config.cmwAddress + ", " + Config.cmwRfConnector + ")");
EventStatus ret = r.toBase.sendEvent(new CfgCmw(}

{
targetId = RAN_SIM_ID,
rfConnector = Config.cmwRfConnector,
wvisaName = Config.cmwAddress,
attenuationInputInDb = Config.cmwRfaAttenuation,
attenuationOutputInDb = Config.cmwRfAttenuation,
1
CfgResult res = f.waitFor<CfgResult>(TimeOut.CFG_DEVICE);
throwIfUnsuccessfull(res);

1. Send event 'CfgCmw' to the Base with attributes ID, Connector and VISA name

2. Wait for result (event = 'CfgResult'")

Program

This is the main program. It connects to the Base via SOAP and selects the wanted
sequence.

class Program
1
/// <summary>
[/ To use this example a "KABIx Base.exe' with the default uri (see below) must be running.
/1 </ summary>
/// <param name="args"></param>
static veid Main(string[] args)
{
RemoteInterface r = new RemoteInterface();
Filter f = new Filter(r);
Ka@dxComponentWersion myVersion = new Ka@3xComponentVersion()

1
major = 1,
minor = @,
patchLevel = @
1

First it creates a new object named "r" of type Remoteinterface and a new object
named "f" of type filter.
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r = new RemoteInterface();
Filter f = new Filter{r};

args = parseCmdArgs{args);
int choice = chooseSequence(args);

Console.WriteLine("Will connect now ...");
r.connect (KAB9x_SoapV3.ScaplnterfaceConsts.DEFAULT_BASE_SERVICE_URL,
Ka89x_SoapV3.ScapInterfaceConsts.DEFAULT _CLIENT SERVICE_URL,
MY _VERSION, "KA@9x Examplel”);
Console.WriteLine("Connected, will do sequence {8} ..."
switch (choice)

{

» choice};

case (1):
ECallSequenceBasics.doSequence(f, rj);
break;
case (2):
ECallsequenceAdvanced.doSequence(f, r)}; // for a more advanced scenario
break;
case (3):
ERASequenceBasic.doSequence(f, r); // an ERA-GLONASS basic
break;
case (4):
ERASequencesMs.dosequence(f, r); // an ERA-GLONASS basic
break;
case (5):
ERASequencellcdmaGsm.doSequence(f, r); // an ERA-GLONASS sequence doing both Gsm and Wcdma
break;
default:
Console.WriteLine("Unknown sequence {@} ...
break;

» choice);

b

It connects to the base via the method 'connect' of "r". The default URL of the base is
used. Then it just calls the wanted sequence.

ERASequenceBasic

This sequence executes the ERA basic example. It has following steps:

1. ResetBase

InitialConfig

DoConfiguration

SimOn

WaitForCall

Waiting for the MSD transfer and show the MSD

N o o M e N

Waiting for ACK

® Reset of the Base (Call Common.resetBase(f,r);)



Automated tests: remote control

System.Conscle.WriteLine("wWill reset the base ...");
var ret = r.toBase.sendEvent{new ResetBase());
Common.throwIfunsuccessfull(ret);
f.waitFor<BaselidReset>(TimeOut.BASE_RESET);
System.Consocle.WriteLine(™... done base back in idle™});

1. Send the event 'ResetBase’
2. Wait until the reset is done with a timeout of 10 s (event = 'BaseDidReset')

® The basic configuration is done in 'InitialConfig'

// Sets up the most basic configuration
initialConfig(f, r);

Configuration of the setup (used instruments)

// Send the setup. This ewvents tells the base the layout of
// our simulated world.
Common. cfgsetup(f, r, Common.SETUP_RAN_GNSS_PSAPR);

Send event 'CfgSetup’ to the Base with attributes defined in '‘common'

Which CMW and SMBYV is used (defined in common)

// Note: Configure GNSS before RAN
Common.usesmbv(f, r);

// Configure the base to use the (MW, if you want to use the CMU comment the next line
Common.useCmw(f, r);

Configuration of a GNSS scenario (GLONASS: City Scenario Moscow)

// Now configure the GLOMASS simulation (again GNSS before RAN)
Console.Writeline("Will send CfgGlonassCity"};
ret = r.toBase.sendEvent(new CfgGlonassCity()

1

targetId = Common.GNSS_ID,

location = PredefGnssReceiverCitylocation.MOSCOM,
1
res = f.waitFor<CfgResult>(};
Common . throwIfUnsuccessfull(res);

1. Send event 'CfgGlonassCity' to the Base with attributes 'Moscow'
2. Wait for result (event = 'CfgResult')

— Configuration of the GSM cell settings

// Now configure the GSM cell
Console.WriteLine("Will send CfgGsm™};
ret = r.toBase.sendEvent(new CfgGsm()
1

targetId = Common.RAN_ID,

band = GsmBand.GsM988,

bcchNum = 64,

tchium = 32,
1is
res = f.waitFor<CfgResult>(});
Common . throwIfunsuccessfull(res);

1. Send event 'CfgGSM' to the Base with attributes 'GsmBand and Channels'
2. Wait for result (event = 'CfgResult')

— Configuration of the PSAP settings
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/{ Now configure the PSAP
Console.WriteLine("Will send CfgPsap™};
ret = r.toBase.sendEvent(new CfgEraGlonassPsap()

{

targetId = Common.PSAP_ID,

alAck = AlAckBehavicor.POSITIVE,

scenario = PsapModemTestScenarioc.NORMAL,
storeRecordedSignal = true,
playToneAfterMsd = true,
forceRobustModType = false

1)
res = f.waitFor<CfgResult:();
Common . throwIfUnsuccessfull{res);

1. Send event 'CfgEraGlonassPsap' to the Base with different attributes
2. Wait for result (event = 'CfgResult')

Execute all configurations (including a license check and settings of all used instru-
ments) and wait until everything is done (Call Common.DoConfiguration(f,r);)

// Transition to configured
Console.WriteLine{"wWill send DoConfiguration™);
var ret = r.toBase.sendEvent(new DoConfiguration());
Common.throwIfunsuccessfull(ret);
var nState = f.waitFor<NewStateX(Common.TimeOut.IDLE_TO CFG);
if (nState.currentState != AppState.CONFIGURED)

throw new Exception("DoConfiguration failed!™};

1. After configuring with InitialConfig, send the event 'DoConfiguration’

2. Wait for a state transition with a timeout (common.TimeOut.IDLE_TO_CFG)
(event = 'NewState')

3. Ceck if the current state is 'CONFIGURED' otherwise something went wrong

Start the simulation (Call Common.simOn(f,r);)

// start the simulation
Console.WriteLine{"wWill send SimulationOn to start simulation™);
wvar ret = r.toBase.sendEvent(new SimulationOn(})};
Common.throwIfUnsuccessfull(ret);
wvar n5State = f.waitFor<NewState>(TimeQut.CFG_TO SIMON);
if (nState.currentState != AppState.SIMULATION_STARTED)

throw new Exception("SimulationOn failed!™};

1. Switch on the simulation by the event 'SimulationOn'

2. Wait for a state transition (event = 'NewState', TimeOut.CFG_TO_SIMON)

3. Ceck if the current state is 'SIMULATION_STARTED' otherwise something went
wrong

Wait for the ERA-GLONASS call (Call Common.waitForCall(f,r);)

Console.WriteLine{"Waiting for call ..."};

MewState nState = f.waitFor<NewState:(timeout);

if (nState.currentState != AppState.DATACH_ESTABLISHED)
throw new Exception("Call somehow failed!™};

1. No event from the client to send, the call has to be initialized by the IVS

2. Wait for a state transition (event = 'NewState', default timeout)

3. Ceck if the current state is 'DATACH_ESTABLISHED' otherwise something went
wrong

Receive the MSD

The receiving of the MSD is done in three parts:

— Wait for the start of the transmission of the MSD
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// Wait for msd start

Conscle.WriteLine{"Waiting for MSD tranfere ...");

nstate = f.waitFor<NewState>(TimeSpan.FromMinutes(1));

if (nState.currentState != AppState.MEASUREMENT _RUNNING)
throw new Exception("Sending MSD somehow failed!™});

1. Wait for a state transition (event = 'NewState', default timeout)
2. Ceck if the current state is 'MEASUREMENT_RUNNING' (the MSD transfer

is in progress), otherwise something went wrong

—  Wait until the whole MSD is successfully received (Call Common.waitForSuc-
cessfullRawMSD(f,r);)

KAB9x_SoapV3.ECall.RawMsdVoice rawMsd;

do

i
System.Conscle.WriteLine("Waiting for raw MSD result ...")};
rawMsd = f.waitFor<KA®9x_ SoapV3.ECall.RawMsdVoicer(TimeSpan.FromSeconds(18));
print(rawMsd);

if (rawMsd.msd != null)
return rawtsd;

system.Conscle.WriteLine("RawMsd: transmission failed");
while (rawMsd.redundancyVersion < 8);

throw new Exception{™Msd transmission faild after last redundancy version"};

1. The IVS may transmit the MSD in different redundancy versions at a maxi-
mum of eight times. This is handled by the program with the do-while loop.

2. Wait for state 'RawMsdVoice' with a timeout of 10 seconds)

3. If the PSAP is able to receive the MSD successfully, the 'rawMsd.msd' is dif-
ferent from NULL, return to mainprogram, otherwise stay in the loop

— Output the decoded MSD part

Console.WriteLine("Waiting for decoded MSD result ...");
DecodedEraGlonassMsdVl decMsd = f.waitFor<DecodedEraGlonassMsdvlx(); // This expected the IVS to send an

Common. print(decMsd);

f// Let's check for additional data
if (decMsd.additionalData.present)

1
KAB9x_SoapV3.EraGlonass.DecodedEraGlonassExtVl eraExt =
decMsd.additionalData.optFieldData as KAB9x_SoapV3.EraGlonass.DecodedEraGlonassExtvl;
if (eraExt != null)
1
Common. print{eraExt);
b
else
1
Console.WriteLine("MSD had unknown additional data (" + decMsd.additionalData.optFieldData + ™)™
b
}

1. Wait for event 'DecodedEraGlonassMsdV1'
2. Output the decoded MSD (V1 is expected, depends on the IVS)
3. Check for additional data (DecodedEraGlonassExtV1)

® \Wait for ACKs
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// Wait for LL+HL/AL Ack to be fully sent

system.Conscle.WriteLine("Waiting for LL+&L/HL ...");

nstate = f.waitFor<NewState:»(TimeSpan.FromSeconds(18));

if (nState.currentState != AppState.DATACH _ESTABLISHED)
throw new Exception("Call somehow failed!™);

1. No event from the client to send, the PSAP sends the ACK's to IVS after suc-
cessful decoding of the MSD.

2. Wait for a state transition (event = 'NewState', timeout 10 seconds)

3. Ceck if the current state is 'DATACH_ESTABLISHED' otherwise something went
wrong

ERASequenceSMS
This sequence executes the ERA SMS example with a MSD request.

Please note that the first steps are the same like in the ERASequenceBasic:

® Reset of the Base
® The basic configuration is done in 'InitialConfig'

® Execute all configurations (including a license check and settings of all used instru-
ments) and wait until everything is done

e Start the simulation
The additional steps for the SMS are

® Wait for the registration of the IVS to the network

/{ Please swith on the IVs

S}I’S‘tEm.CDnSDIE.Hr‘i‘tELinE[:"==========================================================")J'
Ssystem.Consocle.WriteLine("Please switch on your IVS");
System.Console.Writeline("=========================================================2");

// Wait for register
system.Conscle.WriteLine("Waiting for registration ...");
do {
CMWGSMState = f.waitFor<GsmCellSignalStateCmw»(TimeSpan.FromMinutes(1)); // ask for the Status of th

} while (CMWGSMState.currentDetailState != GsmCellSigStateCmw.SYNC);

1. In a do...while loop the status of the Cell is queried (Wait for event 'GsmCell-
SignalStateCmw")
2. If the status is 'SYNC', exit the loop

® Request a SMS with a MSD (Call Common.requestMsdViaEgtsEcallMsdReq(f,r);).
This contains three parts:

— Configure the wanted SMS command
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// Define / configure the SM5 command we want to send
K&89x_SoapV3.EraGlonass.EraGlonasssmsCommand eraMsdReq =
new KAB9x_SoapV3.EraGlonass.EraGlonassSmsCommand()

{
targetId = Common.PSAP_ID,
// We are requesting an MSD ...
data = new EGTS ECALL M5D_REQ()
{
// ... the MSD shall be a new one
MID = EGTS_ECALL M5D REQ.NEW _MESSAGE,
// ... the MSD shall be reported to the PSAP wia SMS
TRANSPORT = Transport.sMs
1
i

— Send the SMS command from the PSAP to the IVS

// Send the SM5 command ...

EventStatus ret = r.toBase.sendEvent(eraMsdReq);
Common . throwIfUnsuccessfull{ret);
Conscle.WriteLine("Waiting for outgoing sMs ..."):

// ... and wait until the OutgoingsMs is done

// WOTE this step is not needed and the KAB9x reports this outgoing SMS purely for
f/ informaticnal purposes. The above command is a reduced / simplified form of
//  the below OutgoingSms which contains the full ERA-GLONASS PDU

Qutgoingsms outsms = f.waitFor<OutgoingSms»(Common.TimeOut.SMS_TX);
Console.WriteLine("... sent™);

— IVS receives SMS command and responds. Wait for the incoming SMS at the

PSAP
// Next the IVS must respond with the requested MSD via SMS
Console.Writeline("Waiting for incoming SM5 ...");
Incomingsms incSms = null;
try
{

// Wait for an incoming SM5, may take some time ...
incsms = f.waitFor<IncomingSms:>(Common.TimeOut.SMS_RX);

b

catch (TimeoutException)

1
/{ Timeout expired, give IVS a second chance and send SM5S command again
Console.WriteLine("Timeout while waiting for incoming SM5, will send SM5 request once more ..."};
r.toBase.sendEvent(eraMsdReq);
incsms = f.waitFor<IncomingSms>(Common.TimeOut.SMS_RX);

1

1. Wait for an incoming SMS (Wait for event 'IncomingSms' for a certain time)
2. if the timeout expires, the PSAP may have to send the SMS command again
and again wait for an incoming SMS (Wait for event 'IncomingSms' for a certain
time)

® Show the Incoming SMS (raw SMS)

// show the incoming SMS (raw data)

Ssystem.Conscle.WriteLine("IncomingsMs: Information={@} Status ="{1}'",
IncSMs.decodingInformation,
IncsMs.decodingstatus);

® Check and decode the SMS (Call Common.extractRawMsd(inSms);)
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if (incsms == null)
return null;

// check the decoding: it must be fully successful or partly successful
if ({incsms.decodingStatus != DecodingInfo.Successful) &
(inc5ms.decodingStatus != DecodingInfo.WithProblem))
return null;

// see also Table 3 and 14 of GOST 54619
// check if the Service Frame Data (S5FRD) is present
if (incsms.pdu.SFRD.present == false)

return null;

EGTS_PT_APPDATA appData = incSms.pdu.SFRD.optFieldData as EGTS PT_APPDATA;

// check if the Service Data RECORD (SDR) is present
if (appData == null || appData.SDR.present == false)
return null;

/{ check if there are data ind Record Data (RD)
if (appData.S5DR.optFieldData[@].RD.Length == @)
return null;

// we beleive that the MSD is in RD (see table 14 of GOST 54619)
EGTS_SR_RAW_MSD_DATA subrecordRawMsD =
appData.SDR.optFieldData[@].RD[@] as EGTS_SR_RAW MSD_DATA;

/{ finally check if MSD was actually in the RD and if so return raw data
if (subrecordRawsD == null || subrecordRawMSD.MSD.present == false)
return null;

1. The decoding status can be 'successful' or 'with problems', both are OK (‘'with
problems' means OK, but CRC not correct)
2. ckeck if the SFRD part is present (this part is optional, see table 3 of [5])
3. check if the SDR part is present. It may consist of several SDR's (SDR's are
optional, see table 5 of [5])
4. if a SDR exists, it shall contain (mandatory) one or more RD's
5. If an RD exists, it contains the data part, we expect the MSD in the first one
(RDI[0))
® Wait for event 'DecodedEraGlonassMsdV1' and show it
if({ rawMsd != null )

i
// So we actually got an MSD in this sSMs. That means the Base will send us a decoded
// version of it next. The following waitFor expects the above SMS to contain an MSD
// in version 1, note however that this solely depends on the IVSs choice.
Consocle.WriteLine("Waiting for decoded MSD result ...");
DecodedEraGlonassMsdvl decMsd = f.waitFor<DecodedEraGlonassMsdvlx();
Common. print({decMsd);

Output the decoded MSD (V1 is expected, depends on the IVS). The data is stored
in 'decMsd'. As an example the position (Longitude and Latitude) is shown
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4 GNSS Performance Testing

The standard GOST-33471-2015 (55534) [6] defines test methods for the navigation
module of the ERA IVS.

The required tests include:

® Position accuracy

® Tracking sensitivity

® Acquisition accuracy

® Time to first fix (TTFF)

The solution presented here is intended for tests at the module level and at the device
level. This solution features the software CMWrun for a fully automatic test configura-
tion, scheduling, DUT configuration, data analysis and test report generation. The
option SMBV-K360 for CMWrun controls remotely the SMBV and permits all basic
parameters settings, such as vehicle simulation, GNSS simulation or level, to be man-

aged directly. As a result, measurements are fully reproducible. The solution covers
test cases TC 5.1 to TC 5.15 of the specification.

4.1 Test Setup

Figure 4-1 shows the test setup.

LAN

Attenuator

RF R&S°CMWrun
GNSS I m ‘
Receiver  J— ‘ H

IVS

Controller PC

Figure 4-1: Test setup for the GNSS performance test
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The SMBV simulates GNSS signals, such as GLONASS and or GPS, that are used by
the IVS for positioning. The CMWrun software installed on an external PC sets neces-
sary parameters for ERA-GLONASS tests on the SMBV (which needs the SMBV-
K360) and fully remote controls the SMBV (via LAN). CMWrun also controls the IVS
via serial interface. It is not necessary here to delve into the operation of the SMBV.
For more details on the SMBV see Chapter 3.2.2, "SMBV Vector Signal Generator",
on page 17.

Needed GNSS options

Following software options of the SMBV are needed for ERA-GLONASS performance
tests:

Table 4-1: Options and test cases

Software configuration Option SMBV Comments

Minimum requirements

GPS K44
GLONASS K94
GNSS enhanced K92
Extension to 12 satellite K91
Extension to 24 satellite K96

To add for full coverage

SBAS K110 forTC 5.5

Antenna pattern K102 for TC 5.8

Test automation

ERA -Glonass test suite K360 with CMWrun

4.2 Performance Tests

The Test Suite SMBV-K360 together with CMWrun supports following test according to
GOST-55534 / 33471:

Table 4-2: Covered test cases

TC Names according to GOST Name in the Test Suite

5.1 Checking that navigation signals of standard precision in | Availability of position/velocity for GLONASS L1
L1 band of GLONASS GNSS may be received and pro-
cessed in order to determine vehicle coordinates and its
velocity components

5.2 Checking that navigation signals of standard precision in | Availability of position/velocity for GPS L1
L1 band of GPS GNSS may be received and processed
in order to determine vehicle coordinates and velocity
components
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navigation receiver) after ignition is turned off

TC Names according to GOST Name in the Test Suite
53 Checking that navigation signals of standard precision in | Availability of position/velocity for combined GPS/
L1 band of GLONASS and GPS GNSS may be received | GLONASS L1 processing
and processed in order to determine vehicle coordinates
and velocity components
5.4 Checking that navigation parameters data may be out- Verify NMEA transmission from DUT
put to external devices in NMEA-0183 format
5.5 Checking receiver autonomous integrity monitoring Functional RAIM test
(RAIM) algorithm
5.6 Checking that navigation parameters may be deter- Use of different reference systems (PZ-90/WGS-84)
mined in PZ-90 and WGS-84 coordinate systems
5.7 Estimating error in evaluation of plane view coordinates | Location accuracy (static receiver)
and altitude in autonomous static mode
5.8 Estimating error in evaluation of plane view coordinates, | Location accuracy (moving receiver)
altitude and velocity in dynamic mode
5.9 Checking minimum time interval of observation data Minimum update rate of NMEA stream
updates
5.10 Checking time to restore tracking signals of working Reacquisition time
NSC constellation after tracking fault caused by block-
age
5.11 Evaluating time of navigation fix in cold start mode Time-to-first fix (TTFF) under cold start conditions
5.12 Evaluating sensitivity of GNSS navigation module in Tracking and acquisition sensitivity
GNSS signal search (locking) mode and in GNSS signal
hold (tracking) mode
5.13 Checking that data output rate may be changed in Change update rate of NMEA stream
required range using GNSS_DATA_RATE setup param-
eter
5.14 Checking minimum elevation (cut-off angle) for naviga- | Check cutoff angle settings for navigation satellites
tion spacecrafts
5.15 Checking power-off time of navigation module (GNSS Check power-off time of navigation module (GNSS navi-

gation receiver)

Please see [7] for the start of the test suite and the general handling of CMWrun.
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Figure 4-2: CMWrun with the test suite GOST 55534

The settings are available in the properties (Figure 4-3).
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i, Global Setiings
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Automated
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Set all to Default

Figure 4-3: Properties of the test suite

Set global settings in the three sections "Vehicle Simulation", GNSS Simulation and
"Signal Power". The special, test-dependent settings are under "Test Case 5.x". Fig-
ure 4-4 shows an example (TC5.1).
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5.1 - Availability of position/velocity for GLONASS L1

Test Duration: min

Figure 4-4: Example for the configuration of a test case (TC5.1)

CMWrun shows measurement reports, which also can be saved and exported. Fig-

ure 4-5 shows an example.

GOST_R_55534: 5.1 - Availability of position/velocity for GLONASS L1

Test tems and Conditions ouT Result)  Unit| Status
Plane peak error GLOMASS ublox EVE-MEM 7.03 m
Height peak error GLOMNASS ublox EVK-M3N 972 m
Velocity peak error GLOMASS ublox EVK-M8N 569 mis
Test result Passed

Figure 4-5: Example for a report
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5 Appendix

5.1 Glossary

AL-ACK ACKnowledgment on the Application Layer
BPPM Bipolar Pulse Position Modulation

CRC Cyclic Redundancy Check

DL Downlink

ERA Emergency Road Assistance

GNSS Global Navigation Satellite System
GLONASS Globalnaya navigatsionnaya sputnikovaya sistema
GPS Global Positioning System

GSM Global System for Mobile Communications
IVS In-Vehicle System

LL-ACK ACKnowledgment on the Link Layer

MSD Minimum Set of Data

PSAP Public Safety Answering Point

RV Redundancy Version

UL Uplink

WCDMA Wideband Code Division Multiple Access

5.2 The implementation of a SOAP client

The remote control examples described in Chapter 3.5.2, "Remote control of the BASE
via SOAP", on page 48 use a SOAP client provided with .NET. It is implemented in the
class Remotelnterface. The class Filter simplifies the handling of incoming events.
Both are detailed in this chapter.

5.2.1 Remotelnterface

This class implements the client interface for the communication with the base. It han-
dles the incoming events / messages from the base and does the connection / discon-
nection.

Main members are derived from the SOAP server provided by Windows Communica-
tion Foundation (WCF):
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// Basically that is our scap server for callbacks from base
private ServiceHost host = null;

// Proxy factory and proxy object to send events to base

/! see for details

// http:f/msdn.micresoft.com/en-us/library/bb412169.aspx
private ChannelFactory<IToBase34> eventSenderFactory = null;
private IToBase34 eventSender = null;

Figure 5-1: 'host' is the the main member of the SOAP implementation via DOT.NET. eventSender of
type 'IToBase32' handles the events to send to the base

Client Base

Start (listen)
Client Service

Y

Client Register

A\

time
(Client Service URL)

Welcome

A

(Version, ....)

Keep Alive

A
Y
|

event

v

event
° Interval

A

Keep Alive

A
Y
|

event

A

event

A

Figure 5-2: Basic communications in SOAP

1. The Base is in idle status and listens to incoming events
First thew client side starts its service (‘StartClientService')
The client has to register at the Base with his own URL

The base answers with a '"Welcome'

o > 0N

Both, base and client, have to send 'KeepAlive' in certain intervals, otherwise the
base severs the connection
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6. Now both parts can send events

The first four basic steps (steps 2...5) are handled in the function 'Connect' of the
Remotelnterface:

public veid connect(string baseSerwviceUrl, string myServiceUrl, Ka@9xComponentVersion myWersion, string myName)

1
if (connected)
throw new InvalidOperaticnException(We are alreday connected™);
// First clear the incomming event queue
clearIncommingEventQueues();
// Open our client service for callbacks / messages / events from base
openMysocapServer(myServicelrl);
// Build the proxy class for calls / messages / events to the base soap server
buildToBaseSoapProxy (baseServicelrl);
// Finally register with the base and tell it to connect to our soap server
registerWithBase(myServiceUrl, myVersion, myName);
// We are connected, but to stay connected, we need to send keepalives
startKeepAlive();
}

Figure 5-3: The method ‘Connect’

® First the queue for incoming events is cleared (‘clearincomingEventQueue'), so the
client starts with an empty queue

® The method 'openMySoapServer starts the client service (step 2)
® The method 'buildToBaseSoapProxy' opens a channel to communicate to the base

® The registering at the base is done via 'registerWithBase' (step 3). It automatically
waits for the 'Welcome' message sent by the base (step 4)

® After the 'Welcome' message, the clients starts to transmit 'KeepAlive' messages
(method 'startKeepAlive'). This is done automatically in certain intervals in a differ-
ent thread.

vold startkeepAlive()

lock (keepAliveTimerLock)

1
Console.WriteLine("Will start sending keepaliwve™};
if (keepAliveTimer != null)
return;
keepAliveTimer = new System.Threading.Timer(sendKeepalive, null, @,
KABIx_SoapV3.ScaplnterfaceConsts.KEEP_ALIVE_INTERVAL_IN MS);
}

Events sent by the base are handled with the method 'handleincomingEvent':
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EventStatus handleIncommingEvent(EventBase eventData)

{

try

{
Console.Write("Rec: " + eventData.GetType() + " ™);
// Every event we receive, we just put into the queue
incommingEventQueue.Add(eventData);
Console.WriteLine("0k");
f/ We just always say everything was ok
f/ the base is not really interested what we do with events;
/7 it's enough to say we received it
return okEventStatus();

b

catch(Exception &)

{
Conscle.WriteLine("Err '{@}'", e.Message);
return new EventStatus()
{

successfullyDelivered = false,
description = e.Message

s

3

1

Figure 5-4: Incoming events are just add to the queue

All incoming events are just add to the queue, thus they are serialized. They can be
handeld (queried) is a simple way with the class 'Filter'

5.2.2 Filter

The class Filter helps to wait for certain incoming events. The events the Base sends
to the Client may come asynchronous or in an unexpected order. The class provides a
method 'WaitFor' which waits for certain events. This is very helpful for tracking e.g. the
state machine of the base software.

The member 'backlog' is a list of events waiting to be preocessed:
const int MAX BACKLOG_SIZE = 188;

List<EventBase> backlog = new List<{EventBase>(};

Figure 5-5: A list of events called backlog

The method 'waitFor first checks the 'backlog' for the wanted event. If it is not in the list
up to now, it waits until it is received.
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public EventBase waitFor(Type eventTypeToWaitFor, TimeSpan timeout)
1
// first check the backlog for the wanted event
for (int i = @; i < backlog.Count; ++i)
{
EventBase oldEwvent = backlog.ElementAt(i);
if { eventTypeToWaitFor.IsAssignableFrom{ oldEvent.GetType()))
1
// that was the event we were waiting for
backlog.RemoveAt(i);
Consocle.WriteLine("waitFor(" + eventTypeToWaitFor + ™) -»> got it from backlog"};
return oldEvent;

1

// The event we are waiting for, is not in the backlog,

// so we have to block on the remote interface with

//  remote.getNextEvent() untill we received it.

while (true)

1
Consocle.WriteLine("waitFor(™ + eventTypeToWaitFor + ™) ...");
EventBase newEvent = remote.receiveNextEvent(timeout); // wery long timeout ...
if (eventTypeToWaitFor.IsAssignableFrom( newEvent.GetType() ))

// that was the event we were waiting for
return newEvent;

}

// we got an event, but it was not the type we are waiting for ...
// ... so put into backlog for later processing
backlog.Add(newEvent);

if (backlog.Count > MAX_BACKLOG_SIZE)

// backlog too long, remove oldest entry

Consocle.WriteLine("Backlog full, will discard " + backlog.ElementAt(@8).GetType().Name);
backlog.RemoveAt(@);

Figure 5-6: The method 'waitFor’

To provide a more convenient way, a generic method is also provided as a wrapper:

public EVENT_TYPE waitFor<EVENT_TYPE>(TimeSpan timeout)
where EVENT_TYPE: EventBase

{
}

return (EVENT_TYPE)waitFor(typeof(EVENT_TYPE}, timeout);

/! «<see cref="EVENT_TYPE waitFor<EVENT_TYPE>(TimeSpan timeout)"/>
public EVENT_TYPE waitFor<EVENT_TYPE:()
where EVENT_TYPE : EventBase

1
b

return (EVENT_TYPE)waitFor(typeof(EVENT_TYPE), DEFAULT_TIMEOUT);

Figure 5-7: The generic wrapper 'waitFor’
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Please send your comments and suggestions regarding this white paper to
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Ordering Information

Please contact your local Rohde & Schwarz sales office for further assistance.

CMW500 Radio Communication Tester

Base Unit CMW500

CMWS500 Mainframe 03 CMW-PS503 1208.7154.02
Front Panel with Display H600B CMW-S600B 1201.0102.03
BB Flexible Link H550B CMW-S550B 1202.4801.03
RF Frontend (Basic) H590A CMW-S590A 1202.5108.02
Signaling Unit Universal B200A CMW-B200A 1202.6104.02
GSM Signaling option CMW-B210A 1202.6204.02
Signaling Unit Wideband, B300B | CMW-B300B 1202.6304.03
Audio Analyzer/Generator H400B | CMW-B400B 1207.8457.02
Speech codec H405A CMW-B405A 1207.8257.02
GSM GPRS EDGE Rel. 6, Basic | CMW-KS200 1203.0600.02
signaling

GSM GPRS EDGE R6, advanced | CMW-KS210 1203.9759.02
signaling
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CMWS500 Radio Communication Tester

WCDMA R99, basic signaling CMW-KS400 1203.0751.02
WCDMA R99, advanced signaling | CMW-KS410 1203.9807.02
Hardware set for eCall applica- CMW-294 1208.6906.02
tions (acc.)

CMW500 Software Licensing

CMWPC Smartcard CMWPC 1201.0002K90
USB Smartcard for CMWPC CMW-S089A 1202.7900.02
eCall test software CMW-KAQ094 1208.4703.02
ERA-GLONASS test software CMW-KA095 1208.8844.02
CMWrun

CMWrun eCall CMW-KT110 1208.7431.02

SMBV100A Vector Signal Generator

Base Unit SMBV100A 1407.6004.02
Baseband Generator SMBV-B10 1407.8607.02
Hard Disk (removable) SMBV-B92 1407.9403.02
RF Path SMBV-B103 1407.9603.02
GPS SMBV-K44 1415.8060.02
Assisted GPS SMBV-K65 1415.8560.02
GLONASS SMBV-K94 1415.8677.02
Assisted GLONASS SMBV-K95 1419.2521.02
Galileo SMBV-K66 1415.8590.02
Beidou SMBV-K107 1419.2709.02
QZSS SMBV-K105 1419.2350.02
GNSS Enhanced SMBV-K92 1415.8583.02
GNSS Extension to 12 Satellites | SMBV-K91 1415.8577.02
GNSS Extension to 24 Satellites | SMBV-K96 1415.8790.02
ERA-GLONASS Test Suite SMBV-K360 1419.1890.02
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